END USER LICENSE AGREEMENT

READ THIS END USER LICENSE AGREEMENT ("EULA") CAREFULLY BEFORE USING OR COPYING THIS APPLICATION. BY USING OR COPYING THE APPLICATION, YOU AGREE TO ALL OF THE TERMS OF THIS EULA. IF YOU DO NOT AGREE TO ALL OF THE TERMS AND CONDITIONS, UNINSTALL THE APPLICATION AND DO NOT COPY OR OTHERWISE USE THE APPLICATION.

This EULA is a legal agreement between each person who downloads, uses or installs this Application ("you" or "your") and March Networks ("March Networks", "we" or "us"), and governs your use of the Application. The Application includes software and may include media, printed materials, data, and "online" or electronic documentation. March Networks may supersede or modify this EULA through a subsequent EULA at any time. To the extent that the terms of this EULA conflict with any prior EULA or other agreement between you and March Networks regarding the Application, the terms of this EULA shall prevail.

The Application is owned by March Networks. It is protected by copyright laws and international copyright treaties, as well as other intellectual property laws and treaties. Use of this Application, in compliance with all copyright and applicable intellectual property laws and terms and conditions herein, is your responsibility.

1. **Scope of License.** This Application is licensed and not sold. Subject to these terms and conditions, you are hereby granted a limited, non-exclusive, non-sublicensable, non-transferable, royalty-free license under March Networks’ intellectual property rights to use the Application in executable form solely for your use and only on the device you own or control and on which the Application was loaded (the “License”). The Application is “in use” when it is either downloaded, copied, or loaded on the device on which the Application is installed.

2. **Restrictions.** March Networks retains all rights in the Application not expressly granted to you under this EULA. You may not copy, modify, adapt, translate or create derivative works of the Application. No source code is provided under this EULA. To the full extent allowed by applicable law, you may not reverse engineer, disassemble, decompile, rent, or lease the Application. You may not embed or combine the Application with or within any other software product or device. The Application contains proprietary and confidential information of March Networks and its licensors, which you agree not to reveal to others. You may not separate the Application into component parts for sublicense, distribution or transfer to a third party.

3. **Privacy.** Your privacy matters to us. Upon Application download, and from time to time thereafter, we may collect and use technical and other information, including but not limited to information about your device, system and application software and peripherals, and your use thereof to facilitate the provision of software updates, product support, and other services to you (if any) related to the Application. You agree that the information may be used by March Networks or its authorized third parties for the purposes of analytics, to improve its products, or to provide services or technologies to you or others. The information gathered by this Application is not intended to be used to personally identify you. Please see March Networks’ [Privacy Policy](#) for further information.
4. **Disclaimers of Warranties.** To the maximum extent permitted by applicable law, the Application is provided “as is” and “as available” with all faults and with no warranties, and March Networks does not make any representation or warranty, statutory or otherwise, in law or from the course of dealing or usage of trade, express or implied, including without limitation, any warranties of merchantability, fitness for a particular purpose, non-interference, or non-infringement of any third party intellectual property rights, or equivalents under the laws of any jurisdiction. You assume the entire risk as to the quality and performance of the Application. Should the Application prove defective, you, and not March Networks, its licensors or resellers, assume the entire cost of necessary servicing, repair or correction. March Networks is under no obligation to create or provide application updates, upgrades or to provide application support and maintenance. No method of transmission over the Internet, or method of electronic storage, is 100% secure. Therefore, while March Networks uses reasonable efforts to protect your data, March Networks cannot guarantee its absolute security.

5. **Limitation of Liability.** To the extent not prohibited by law, in no event will March Networks, or its respective directors, officers, employees, consultants, licensors, licensees or affiliates, be liable for any indirect, incidental, special, consequential, or exemplary damages, arising out of or in connection with the download, distribution, use or performance or non-performance of the Application, even if March Networks has been advised of the possibility of such damages. The foregoing limitations of liability shall apply notwithstanding any failure of any remedy provided for hereunder in its essential purpose. In no event will March Networks' total liability to you exceed the greater of the amount of fees you paid to use the Application and five Canadian dollars (CAD$5.00).

6. **Termination.** We may terminate this EULA, the License, and your use of the Application at any time, with or without cause. This EULA and the License will terminate automatically and without notice if you fail to comply with any term(s) of this EULA. Upon termination of this EULA, you must delete or destroy all copies of the Application.

7. **Updates.** March Networks may from time to time in its sole discretion develop and provide Application updates, which may include upgrades, bug fixes, patches and other error corrections and/or new features (collectively, including related documentation, "Updates"). Updates may also modify or delete in their entirety certain features and functionality. You agree that March Networks has no obligation to provide any Updates or to continue to provide or enable any particular features or functionality. Based on your device settings, when your device is connected to the internet either:
   (a) the Application will automatically download and install all available Updates; or
   (b) you may receive notice of or be prompted to download and install available Updates.
You shall promptly download and install all Updates. You acknowledge and agree that the Application or portions thereof may not properly operate should you fail to do so. You further agree that all Updates will be deemed part of the Application and be subject to all terms and conditions of this EULA.
8. **Third Party Materials.** The Application may display, include or make available third-party content (including data, information, applications and other products services and/or materials) or provide links to third-party websites or services, including third-party advertising ("Third Party Materials"). You acknowledge and agree that March Networks shall not be responsible for Third Party Materials, including their accuracy, completeness, timeliness, validity, copyright compliance, legality, decency, quality or any other aspect thereof. March Networks does not assume and will not have any liability or responsibility to you or any other person or entity for any Third Party Materials. Third Party Materials and links thereto are provided solely as a convenience to you and you access and use them entirely at your own risk and subject to such third parties’ terms and conditions. In addition, the Application may incorporate open source software owned and licensed by third parties ("Open Source Software"). Such Open Source Software is licensed to you under terms provided by the third party licensors and not the terms of this EULA. Those terms, and any authorship attribution and like notices that March Networks is required to provide to you, are set out in the Third Party License Terms published in the Application package.

9. **iOS Users.** This section applies solely to iOS users. This EULA is entered into by you and March Networks. March Networks, and not Apple, is responsible for the Application; and Apple is not responsible for any maintenance or support services with respect to the Application. In the event the Application does not conform to the warranty terms described above, if any, you may notify Apple, and Apple will refund you the purchase price for the Application, if any; otherwise, to the maximum extent permitted by applicable law. Apple will have no other warranty obligations whatsoever with respect to the Application. Subject to Sections 1 through 8 herein, you and March Networks acknowledge that: (a) any claims, losses, liabilities, damages, costs or expenses attributed to any failure to conform to any warranty will be borne by March Networks and not Apple; (b) March Networks and not Apple is responsible for addressing any claims made by you or a third party related to product liability, conformity with applicable legal or regulatory requirements or consumer protection or similar legislation; (c) March Networks and not Apple is responsible for any third party intellectual property right claims; and (d) Apple and its subsidiaries are third party beneficiaries of this EULA. Upon your acceptance of this EULA, Apple will have the right (and will be deemed to have accepted the right) to enforce this EULA.

10. **Compliance with Laws.** You may not use or otherwise export or re-export the Application except as authorized by United States law and the laws of the jurisdiction in which the Application was obtained. In particular, but without limitation, the Application may not be exported or re-exported (a) into any U.S. embargoed countries or (b) to anyone on the U.S. Treasury Department’s list of Specially Designated Nationals or the U.S. Department of Commerce Denied Person’s List or Entity List. By using the Application, you represent and warrant that you are not located in any such country or on any such list. You also agree that you will not use this Application for any purposes prohibited by applicable law. March Networks will have no responsibility or liability for the retention and/or accuracy of data you upload, store or access via the Application. You represent and warrant that you will not use the Application to upload or transmit any data ("Excluded Data") regulated pursuant to Payment Card Industry Data Security Standard (PCI DSS), the Gramm-Leach-Bliley Act, or other financial privacy regulations (the "Excluded Data Rules"). YOU RECOGNIZE AND AGREE THAT: (a) MARCH NETWORKS HAS NO LIABILITY FOR ANY FAILURE TO PROVIDE PROTECTIONS SET FORTH IN THE EXCLUDED DATA RULES OR RELATED REGULATIONS OR STANDARDS, OR OTHERWISE TO PROTECT EXCLUDED DATA; AND (b) MARCH NETWORKS’ SYSTEMS ARE NOT INTENDED FOR MANAGEMENT OR PROTECTION OF EXCLUDED DATA AND MAY NOT PROVIDE ADEQUATE OR LEGALLY REQUIRED SECURITY FOR EXCLUDED DATA. You shall take reasonable steps to prevent unauthorized access to the Application, including without limitation by protecting its passwords and other log-in information. In your use of the Application, you shall comply with all applicable laws, including without limitation laws governing the protection of personally identifiable information and other laws applicable to the protection of data, privacy and use of video surveillance. You shall defend and indemnify March Networks and its directors, officers, and licensors against any third party claim, suit, or proceeding arising out of or related to your failure to comply with any of the foregoing representations and warranties.

11. **Consent to Electronic Communications.** You consent to receiving certain electronic communications from us as further described in our Privacy Policy. You agree that any notices, agreements, disclosures or other communications that we send to you electronically will satisfy any legal communication requirements, include that such communication be in writing.
12. General. This EULA contains the entire understanding between the parties with respect to your use of the Application. If any part of this EULA is found void or unenforceable, it will not affect the validity of the balance of this EULA, which shall remain valid and enforceable according to its terms. This EULA is governed by the laws of the Province of Ontario, Canada (excluding its conflicts of law provisions), and the courts of that Province shall have exclusive jurisdiction over all matters arising hereunder. The parties expressly exclude the application of the United Nations Convention on Contracts for the International Sale of Goods (the Vienna Convention, 1980). The parties hereby irrevocably agree that they submit themselves to the personal jurisdiction of the provincial and federal courts of the Province of Ontario for purposes of resolving any and all disputes arising under or related to these terms and conditions.
This Data Processing Addendum ("DPA") is an agreement between March Networks S.r.l. ("Data Processor") and you or the entity you represent ("Company" or "Data Controller"). This DPA supplements the March Networks Cloud Service Terms of Service, March Networks GURU, Mobile Plus and/or Command Mobile App End User License Agreement, available at https://www.marchnetworks.com/legal/, as updated from time to time between Data Processor and Company, or other agreement between Data Processor and Company governing Company’s use of the Cloud Service Offerings, GURU, Mobile Plus and/or Command Mobile App (the “Agreement”) when the GDPR applies to your use of the Cloud Services, GURU, Mobile Plus or Command Mobile App to process Company Data.

During the performance of the Cloud Services or use of GURU, Mobile Plus or Command Mobile App, March Networks S.r.l. may have access to personal data defined in Regulation EU/679/2016 (the “GDPR”).

By using the Cloud Service Offerings, GURU, Mobile Plus or the Command Mobile App, the Company itself appoints March Networks S.r.l., which agrees, as external data processor.

In reason of such appointment, the Data Processor undertakes to accomplish all tasks it has been entrusted with by the Data Controller, complying with all the procedural obligations provided for by the GDPR. In particular, the Data Processor agrees:

- to follow the instructions given by the Data Controller on personal data protection matters within the limits of the Services provided under this agreement and with specific regard to what is necessary for the performance of the Cloud Services and use of the GURU, Mobile Plus or Command Mobile App, highlighting to the Data Controller where such instructions exceed the area of the agreement itself or require an "extra fee" in addition to the agreed budget;
- to assist the Data Controller in adopting the security measures required by the GDPR and any subsequent implementing or supplementing legislation ("Applicable Data Protection Law"), within the limits of the Cloud Services, GURU, Mobile Plus and Command Mobile App provided under this agreement and with specific regard to the data provided by the Data Controller, the access to which may be necessary for the performance of the Cloud Services and operation of the GURU, Mobile Plus or Command Mobile App;
- to avoid adopting, by himself, any decision regarding the purposes and modalities of such processing, except for those which are necessary for the appropriate performance of the Cloud Services or operation of the GURU, Mobile Plus or Command Mobile App. Moreover, in case of urgency and if needed, the Data Processor shall inform the Data Controller without delay, in order to allow the latter to take any proper decision;
- Process the Personal Data only to the extent, and in such a manner, as is necessary for the Cloud Services, GURU, Mobile Plus and Command Mobile App and for no other purpose whatsoever;
- follow Data Controller’s instructions given from time to time when Processing the Personal Data;
- to process solely the Personal Data needed for the performance of the Cloud Services or operation of the GURU, Mobile Plus or Command Mobile App;
- to ensure that the persons in charge of the processing, appointed by March Networks S.r.l., may have access to data of the Data Controller only if it is necessary pursuant to the purposes of their tasks and only for the period of time strictly necessary to perform them;
- have in place at all times all appropriate technical and organisational measures against the unauthorised or unlawful processing of Personal Data and against the accidental loss or destruction of, or damage to, Personal Data, in accordance with good industry practice and the Applicable Data Protection Law;
- to adopt and comply with security measures set forth by Article 32 of the GDPR and by any provision of Applicable Data Protection Law, as well as to ensure the respect of such measures by the persons in charge of the processing, within the limits of the instructions given by the Data Controller;
- to inform the Data Controller about the names of the system administrator nominated by the Data Processor in order to comply with the provisions of the Applicable Data Protection Law with specific regard to the data contained in the database of the Data Controller, the access to which will be necessary for the performance of the Cloud Services or operation of the GURU, Mobile Plus or Command Mobile App;
- to erase the personal data of the Data Controller which for the appropriate performance of the Services have been transferred on the Cloud Services, GURU, Mobile Plus, Command Mobile App or devices owned by the Data Processor, in case of the termination of their processing, except for those cases in which their blocking will be necessary in order to fulfill specific obligations set forth by the Applicable Data Protection Law;
- to assist the Data Controller in replying to any request of a Data Protection Authority or the data subjects, within the limits of the Cloud Services performed or operation of GURU, Mobile Plus or Command Mobile App and with specific regards to the data contained in databases of the Data Controller, the access to which is necessary for the performance of the Cloud Services or operation of GURU, Mobile Plus or Command Mobile App;
- immediately notify the Data Controller if it receives any complaint, notice or communication from a Data Subject or regulator which relates directly or indirectly to the processing of the Personal Data or to either Party’s compliance with the Applicable Data Protection Law;
- immediately inform the Data Controller if an actual or potential incident involving Supplier has resulted or may reasonably result in unauthorized access to or disclosure of Personal Data;
- inform the Data Controller if any Personal Data is lost or destroyed or becomes damaged, corrupted, or unstable and restore such Personal Data at its own expense.

For the purpose of providing the Cloud Services, GURU, Mobile Plus and the Command Mobile App the Data Processor may transfer personal data of the Data Controller to the facilities of other entities belonging to the March Networks Group, which includes Companies located outside the European Union. In such a case, the Data Controller can enter with the relevant entity into the Standard Contractual Clauses adopted by means of the European Commission’s Decision 87/2010 or any decision replacing it under the GDPR.

In the event that the Cloud Services, GURU, Mobile Plus or Command Mobile provided by the Data Processor entail – wholly or in part – the onward transfer to third parties not belonging to the March Networks Group, the Company undertakes to autonomously bind such parties by any necessary data processing agreement or data transfer agreement; in such a case, the Data Processor commits to disclose to the Company all the necessary details to identify the third parties, and to assist it in discharging the Data Controller’s obligations under Applicable Data Protection Law.

The Company shall indemnify and hold harmless the Data Processor from any and all losses or damages arising out of any data subject or third-party claim, having as object the alleged breach of the provisions of Applicable Data Protection Law as a result of unlawful processing of personal data operated by both the Data Controller or the Data Processor, where such an infringement results from the instructions directly received from the Data Controller itself.

For the entire duration of this agreement, whether the Data Controller becomes aware of the fact that new additional services are needed in order to correctly execute the agreement and this will cause an extension of the obligations to be fulfilled by the Data Processor under the applicable data protection law, the Company, without any delay, shall communicate such a circumstance to the Data Processor, in order to enable him to evaluate the economic impact thereto and, thus, the increase of the consideration agreed by the Parties.

The Data Processor shall immediately pass to the Data Controller any requests, notices or other communications from Data Subjects, any regulator or any other law enforcement body that it or they receive, for the Data Controller to respond and at no additional cost to the Data Controller provide the Data Controller with full cooperation and assistance as the Data Controller may reasonably require, and within the timescales reasonably specified by the Data Controller, to enable the Data Controller to respond. Under no circumstances shall the Data Processor report any such occurrence to any regulator or to any other law enforcement body unless instructed to do so by the Data Controller (unless to do so would otherwise be in breach of any statutory or regulatory obligation or order of court).

The Data Processor shall, upon request, provide evidence to the Data Controller of the technical and organizational measures implemented to comply with its obligations under this Agreement including but not limited to allowing the Data Controller and/or the Data Controller’s auditors to have access to and audit any
processes, procedures, documentation, and/or any premises of the Data Processor and any Individual (where “Individual means personnel of the Data Processor (or the personnel of a subcontractor appointed by the Data Processor in accordance with this Agreement) engaged to provide services and/or goods to the Data Controller) where Processing of Personal Data is carried out. Such access may take place on 5 days prior notice unless the Data Controller reasonably believe that the Data Processor is in breach of any of its obligations under this Agreement in which case the Data Controller shall not be obliged to give such notice and the Data Processor shall provide full co-operation and assistance to the Data Controller and/or its representatives and its auditors at no additional charge to the Data Controller.

The appointment as Data Processor herein contained will be effective for the entire duration of the contractual relationship between March Networks S.r.l. and the Company, except for in case of termination of the processing operations for any reason whatsoever.
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